Proofpoint Email Encryption Changes
Changes will be made to the options used to open Proofpoint encrypted emails on Tuesday, February 9th, at approximately 6 p.m. for external recipients.
The changes are: 

1. On Tuesday, February 9th at approximately 6 p.m., a link will be included with each new Proofpoint encrypted email sent to external recipients.  The external recipient can use this link to open Proofpoint encrypted emails.
2. The option for recipients to forward a Proofpoint encrypted email back to the proofpointsecure@mail.mopublic.org email address in order to obtain a second email with a link will be removed.  
Additional Details:
Currently, the following options are used to open Proofpoint encrypted emails by external recipients:

· The recipient opens the securemessageatt.html attachment included with the encrypted email, enters their Proofpoint credentials to login and open the encrypted email; or
· If the recipient is unable to open the securemessageatt.html attachment, the recipient can use an alternate method of forwarding the email to the proofpointsecure@mail.mopublic.org email address.  The recipient will receive a second email that contains a link to their encrypted email.  The recipient clicks on the link in the second email, enters their Proofpoint credentials, and opens the encrypted email.

Changes on February 9th:
Proofpoint encrypted emails sent after Tuesday, February 9th, at approximately 6 p.m. will contain a link with each email. The external recipient can click on the link and enter their Proofpoint credentials to login and view their encrypted email.  This link will be accessible for 14 days after the email is sent.  Also, the option to forward the email back to the proofpointsecure@mail.mopublic.org email address will be removed.
Therefore, for Proofpoint encrypted emails sent after February 9th at approximately 6 p.m., the following options will be used by external recipients to open Proofpoint encrypted emails:
· A link will be included with each encrypted email; the recipient clicks on the link, enters their Proofpoint credentials to login and open the encrypted email; or alternatively,
· The recipient will open the securemessageatt.htm attachment included with the encrypted email, enter their Proofpoint credentials to login and open the encrypted email.
The option to forward the email to the proofpointsecure@mail.mopublic.org email address in order to receive a second email with a link will be removed on February 9th and will no longer work to open new or previously sent Proofpoint encrypted emails. (Previously sent Proofpoint encrypted emails can still be opened using the securemessageatt.html attachment.)
